
Fast and Easy Design of
Low Power Wi-Fi SoC for IoT
2016

Presenter
Presentation Notes
Good morning everyone and welcome to this webinar on WiFi SoC for IoT. I am Franz Dugand, Sales and Marketing Director of the Connectivity Business Unit at CEVA. Today we will discuss how to design a Low Power Wi-Fi SoC for IoT, in a fast and easy manner.
During the presentation, you are welcome to write your questions into the Q&A box and send them to the system by pressing the submit button. Following the presentation we will address these questions. Please note that the webinar presentation and recording will be sent to the participants later on.

OK


http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/
http://www.ceva-dsp.com/


2CEVA confidential

Agenda

Low Power Wi-Fi in IoT products

ARM® help SoC designers create IoT products

CEVA RivieraWaves Low power Wi-Fi IP platforms

Conclusion

Presenter
Presentation Notes
Here you can find the agenda for today.

During this presentation, we will first have a look at the WiFi potential in the IoT market that justifies the design of a Wi-Fi SoC, and then I will go through the key points to consider to make a successful Wi-Fi SoC.

Then, Mike Eftimakis, IoT Product Manager at ARM will present the ARM IoT sub-system and will explain how ARM can help SoC designers create innovative IoT products thanks to the ARM Cortex-M based hardware framework, software ecosystem and security IPs.

I will finish the presentation with an introduction of the CEVA RivieraWaves low power Wi-Fi IP platforms that allow our customers to release competitive Wi-Fi SoCs on the market.

OK.
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About CEVA: Silicon IP Vendor for
Low Power Embedded Systems

Presenter
Presentation Notes
Before we dive into the details, please let me briefly give you a short introduction of CEVA. CEVA is a public company listed on the NASDAQ. We are a leading licensor of silicon signal processing Intellectual Property for integration into SoC. Our customers are semiconductor companies and OEMs, worldwide, who provide solutions to create power-efficient, intelligent and connected devices for a wide range of end markets, including mobile, consumer, automotive, industrial and IoT. 

CEVA IP portfolio includes cellular baseband DSP platforms for technologies such as LTE, both for terminals and infrastructure. We also provide connectivity IPs for Wi-Fi, Bluetooth and GPS; we also have audio, voice and sensing DSPs for applications such as voice activation, sensor fusion and other always on technologies, and a computer vision DSP for various imaging and vision applications.

OK
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IoT & Wearable Markets – Key Trends

The Internet Of Things becomes personal
Smart City  Smart Home  Smart 
People/Body 

Wearable devices to become fastest  
ramping consumer technology device to 
date

Faster than even smartphones and tablets
CAGR of 50% between 2014 and 2020

Mass adoption depends highly on price
Cost-down cycle requires further system 
integration
Many Wi-Fi enabled SoC design opportunities

*Source: Smart wearable unit sales by device category, developed markets, 2012–2020 [Source: Analysys Mason, 2014]

*

Presenter
Presentation Notes
Now please let me give you a few marketing data, which will help you to understand the justification for the development of new Wi-Fi SoCs for IoT.

A first statement is that the Internet of Things becomes personal and so wearable. Note that we usually make a difference between IoT and  wearable devices. For instance, a simple wristband, such as a FitBit or Xiaomi band, doesn’t have an IP address, it does not connect to the Internet, and so it doesn’t qualify as an IoT device. It may send its data to a phone that connects to the Internet, but the wearable device itself doesn’t. 
But now, the wearable devices are becoming smarter and smarter and are getting connected directly to the Internet thanks to the integration of wireless technologies such as the latest Bluetooth Smart 4.2, Wi-Fi or LTE. 

So the internet of things becomes personal, and more and more wearable devices are getting connected to the internet.
You may have all heard about what we call Smart City, Smart Home, and now  one can talk about Smart People or Smart Body which includes these new devices like Smart Band, Smart Glass, Smart Watch, etc…

Another interesting data is that wearable devices are becoming the fastest ramping consumer technology device to date. It is getting even faster than smartphones and tablets and is expected to reach 50% Compound annual growth rate between 2014 and 2020.

For sure the mass adoption highly depends on price. The cost down cycle requires further system integration, wich leads to many opportunities for SoC design, and particularly Wi-Fi enabled SoC design.
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Wireless Technologies in IoT Devices

IoT devices are all getting wirelessly connected

Wi-Fi and Bluetooth are by far the most popular 
wireless technologies in IoT Devices

Wi-Fi and/or Bluetooth in more than 30 billion devices 
by 2020

Wi-Fi connections forecast to overtake Bluetooth by 
2020!

Wi-Fi in IoT devices:
Smart Home to represent more than 50%
Attach rate approaching 20% in wearable

Presenter
Presentation Notes
IoT devices are all getting wirelessly connected. Wi-Fi and Bluetooth are by far the most popular wireless technologies in IoT devices. It is anticipated that there will be more than 30 billion devices integrating Wi-Fi and/or Bluetooth by 2020. Interestingly, it is expected that the number of Wi-Fi connections will overtake Bluetooth by 2020.

Smart Home will represent more than 50% of the Wi-Fi market in IoT, and the attach rate will approach 20% in wearable.

OK
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A big IoT market: The Smart Home
Market potential of 100+ 
nodes in 600+ million 
households, creating a 
60+ billion market! *

Huge potential for WiFi:
Multi room video and 
audio streaming
Surveillance camera
Smart appliances
…

TV and OEM remote 
control to become the 
biggest Wi-Fi markets in 
Smart Home

(*) According to GreenPeak Technologies, 2015

Presenter
Presentation Notes
One significant market segment of the IoT is the Smart Home. The potential is huge. There can be more than 100 nodes in the house that can be wirelessly connected. If you multiply this number by the number of households in the world which is more than 600 millions, this leads to a market of more than 60 billions devices! There is therefore a huge potential for Wi-Fi. Applications that can use Wi-Fi are multi room video and audio streaming, surveillance camera, air conditioning, heating, light and curtain control, door lock, presence detection, etc. TV and OEM remote control are expected to become the 2 biggest Wi-Fi markets in Smart Home.

OK
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Wi-Fi IP: a complex system IP

A Wi-Fi IP is a complex System IP with
hardware accelerators,
software protocol stack,
CPU platform: CPU, bus system, interfaces
memories,
Clock and power management
analogue & radio (process dependent)

CEVA shave the complexity by providing a 
fully integrated sub-system for easy and 
fast integration into SoC

CPU MAC

modemRF
controller

SRAM
(software)

SRAM
(buffers)

Mem
controller

Host I/F
(AHB)

IPC

Clock, reset
Power I/F

ADC/DAC

Radio

WiFi sub-system

FullMAC
SW

Presenter
Presentation Notes
Now let’s see the key points of a Wi-Fi IP to make a successful Wi-Fi SoC.

A Wi-Fi IP is a complex System IP with hardware accelerators, software protocol stack, a dedicated CPU, memories and analogue & radio  which are process dependent. There are a lot of interactions between all these components and also with other components in the SoC which may contribute to a long and fastidious integration process. 

Here at CEVA we came up with a fully integrated solution, a full system IP for which the integration process is almost as simple as integrating a USB controller and PHY into an SoC. We actually shaved the complexity so that the integration into SoC is fast, requires minimal engineering resources, and is low risk.

OK
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Wi-Fi IP creating minimal constraints

Constraints on MCU/APU should be minimized
No real time constraints
No interference with application, and vice versa
Maximum task off loading

CEVA simplify application development by 
providing a self contained isolated system IP 
which does not interfere with the MCU/APU

Presenter
Presentation Notes
A good IP in general, and a good Wi-Fi IP in particular, should create minimum constraints or burden on the micro-controller or application processor unit. The integrator or the end product maker, when he develops its application software, he does not want to worry about any potential constraint coming from the WiFi sub-system and which could prevent him from developing its application the way he wants. The WiFi IP should be as least intrusive as possible.

So there should be no real time constraints created by the Wi-Fi sub-system, and vice-versa, no application real time constraints should disturb the proper execution of the WiFi sub-system.

Here at CEVA we came up with a self contained and isolated Wi-Fi which achieve this goal. Moreover, it has some task off loading that minimize the MIPS requirement on the MCU.

OK



9CEVA confidential

Low Power Wi-Fi IP

Low Power is key, particularly in wearable
Supports all protocol level low power features

Ex: WMM-PS

Efficient clock gating during active and sleep 
modes

Functional clock gating: functions are gated when not in use
Friendly design with automatic clock gating (done at synthesis 
level)

Efficient power gating
Several power domains
Switch off most of the design when in low power mode
Small retention memory, short wake up time

Presenter
Presentation Notes
Most of the IoT devices are small and battery operated. So the power consumption is a key element, particularly in wearable devices.
There are 2 main elements to look at. The first one is the protocol. There are 100’s of features in Wi-Fi, and most of them are optional. It is important to implement the low power features of the protocol. A popular one is called WMM-PS. This is a power save mode when performing data traffic. It provides the ability to put WiFi stations in low power mode instead of listening mode, knowing that there will be not traffic during a certain period of time. The stations can send or receive burst of data in between the sleep periods. This is a good feature to use for instance when doing music streaming or voice call. You can easily extend the battery life by a factor of 2 or more by using this feature.
The second element to look at to reduce the power consumption is the way you implement the design. There are several technics to improve the power consumption. The first and easy one is by using clock gating. You can implement functional clock gating, where portions of the design are gated when not in use, which can be done both during active modes and sleep modes. On top of this, you can improve further the dynamic power consumption by using the automatic clock gating feature of the synthesis tools. It allows to precisely gate smaller portions of the design which would be impossible to perform manually. In order to get the maximum benefit of automatic clock gating , the IP has to be designed in a proper way.

In order to get best power efficiency, it is mandatory to perform power gating, defining several power domains. In the CEVA Wi-Fi IP, most of the design can be shut down, while a fraction remains active, running on a low power 32KHz clock to maintain some timers and minimum amount of data in retention memories, while ensuring shortest wake up time.

OK
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Interoperable Wi-Fi IP

Wi-Fi is a complex standard

Need to ensure interoperable Wi-Fi IP for best user 
experience

Need to ensure good interoperability with the standard
Wi-Fi Alliance CERTIFICATION

Need to ensure good interoperability with 3rd party solutions
Some may have bugs or limitations

Need to be easily patchable
Highest flexibility so that a bug or a bad behavior with a buggy 3rd

party device can be fixed or worked around thanks to a software 
patch

Presenter
Presentation Notes
A very important point in a wireless standard is to ensure interoperability with 3rd party devices. This is applicable to WiFi but also for sure to any other standard such as Bluetooth or LTE. You need to comply with the standard. And for this purpose, in WiFi, you need to pass a certification which is the WiFi Alliance CERTIFICATION. 

What I say sounds obvious. But actually certification is not enough. You need to regularly test your solution with 3rd party devices such as smart phones, tablets, access points, etc. And even if certified, some of these products may not behave 100% OK and may have some bugs which sometimes cannot be seen during the certification process. So this is why, in order to ensure good interoperability, now and in the future, it is important to provide a solution that is, not only certified, but is also well tested, and easily patchable in order to work around potential issues in the future or to improve performance.

At CEVA we already certified our WiFi IP. Our customers also need to certify their products, but there will be no headache, no surprise. We have already cleaned the pipe. 

OK
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Agenda

Low Power Wi-Fi in IoT products

ARM® help SoC designers create IoT products

CEVA RivieraWaves Low power Wi-Fi IP platforms

Conclusion

Presenter
Presentation Notes
Some of the previous statements may be obvious. But a Wi-Fi system being so complex, it is important to note that at CEVA we have taken care about all of these things in order to minimize the effort and risk during Wi-Fi SoC design, and therefore enabling a successful product on the market.

Now please let me hand over the presentation to Mike Eftimakis, IoT Product Manager at ARM, who will explain how ARM can help SoC designers create IoT products.

OK
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ARM IoT Subsystem for Cortex®-M

Presenter
Presentation Notes
Thank you Franz.
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Building IoT chips easily

Presenter
Presentation Notes
ARM proposes many different IP that can be used to create IoT nodes
Of course, the ARM cortex-m processors are the most famous components, and are already used in most of existing IoT products
But we will see in the following slides that other IP components from ARM can help designers create IoT systems
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Reference solution
Pre-integrated, validated, HW+SW subsystem

Hardware – Cortex-M3 subsystem
Radio pre-integrated (option)
Flash ready
Designed for low power

Software stack
mbed OS runs out of the box with the radio
Drivers available in mbed OS

Connected to the mbed Device Server

ARM IoT Subsystem for Cortex-M

Time and resource 
consuming part

Differentiating
part

mbed Device Server

HW peripherals
 Sensors
 Controllers
 Other radio
 Special functions

Embedded 
applications

Cloud
applications

Subsystem
Cortex-M3

Presenter
Presentation Notes
ARM has decided to help designers go faster by providing them with a pre-assembled foundation that they can use to create IoT systems
This takes the form of an IoT subsystem, which is composed of a hardware foundation, but also contains a complete software framework to allow building a complete application, including cloud services

Providing a pre-assembled, pre-verified solution is key to helping designers focus on what really makes sense for them: the differentiating part of their IoT chip
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IoT subsystem

IoT Subsystem Hardware Blocks

Radio

Cache 
RAM
Tag 

RAM

SRAM SRAM

SRAM SRAM

Embedded 
Flash

Embedded 
Flash

Cortex-M3

Flash Cache

Flash Controller

SRAM Controller

APB Bridge

APB 
Peripherals

Multi-layer AHB interconnect

Power 
Management

• Peripherals
• TRNG
• ADC/DACs
• Interfaces (SPI, 

UART, I2C, SDIO,…)
• …

• DMA
• HW acceleration
• Other radio (WiFi, 

BLE, LTE, …)
• …

Master Slave

AHB expansion port

APB expansion port

Non ARM IP
ARM subsystem IP

Other ARM IP
TSMC IP

Presenter
Presentation Notes
So let’s now look into the details of the hardware part of the ARM IoT subsystem

It is architected around an ARM Cortex-M3 processor, the most typical choice for IoT applications
The subsystem connects all the base components in the system. It is ready to be plugged into a chip and extended using the available AHB and APB ports.

We have decided to use an embedded Flash to allow efficient operation. The use of a Flash Cache allows to reduce the power consumption to a minimum.
The RAM is pre-integrated, as well as an efficient multi-layer interconnect, to save time in the integration work.

Designers now have to connect their interfaces, radios and accelerators!
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ARM TrustZone CryptoCell

Family of security subsystems applicable to any ARM platform

CryptoCell-300 series for Cortex-M

Enhances usability

Acts as Root of Trust / Trust Anchor for the system

Robust security solution suitable for most use cases

Simplifies security implementations

Asymmetric 
Crypto

Symmetric 
Crypto

Data 
interface

Security 
resources

R
oo

ts
 

of
 tr

us
t

A
lw

ay
s 

O
n

Control interface 

CryptoCell

Presenter
Presentation Notes
Security is one of the functions that often need to be accelerated.
This is key because the security requirements in IoT devices are becoming more and more important.

In order to address this need, ARM proposes the TrustZone CryptoCell IP, that can be directly interfaced to the IoT subsystem.

This block contains hardware acceleration of crypto algorithms. It improves significantly the speed of these operations, and reduces the power requirements to implement them.
It also can act as a root of trust in the system, and is provided with secure software drivers to help in the integration
It also contains a TRNG that can be used in authentication procedures.
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Hardware Interfaces

mbed OS
uVisor

mbed OS
Drivers

mbed OS
Core Schedulers

mbed OS API

Communication Management

Device Management mbed TLS

mbed Client

IP Stack
BLE APIEvent

TasksEnergy

Device DriversCMSIS-Core

Application Code Libraries

uVisor

Debug Support

Lifecycle SecuritySecure Drivers

ARM Cortex-M CPU Crypto SensorRadio

SW Crypto

ThreadWiFi BLE6LoWPAN

Thread API

mbed OS – Software for IoT

150K
developers

2015

60K
developers

2014

Connectivity

Efficiency

Management

Productivity

Security

Presenter
Presentation Notes
Providing hardware is not enough, and ARM has invested significantly in the development of a SW solution for IoT

ARM mbed OS is a modular software framework that contains most of the features that are required to create IoT nodes, as for example device management and connectivity
It also implements key security features, that manage authentication and full encryption up to the cloud services
Mbed uVisor also maintains a clear separation of a secure, trusted domain from the normal, untrusted software running on the processor. It avoids corruption of the critical functions, and allows to recover from SW attacks

Drivers for the IoT subsystem are available in Mbed OS, to allow speeding up application development

mbed OS is a free open-source product, available under the Apache 2.0 license 
You will not be surprised to learn that it has been adopted by a huge number of SW developers worldwide
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mbed Device Connector

Eases development, management and scaling of IoT 

Available at connector.mbed.com. Easy transition to commercial 
service providers

Build IoT
Device Connect your devices

Build application
with example 

code
Utilize cloud 

solutions

Presenter
Presentation Notes
ARM mbed Device Connector service provides mbed developers with a simple, secure and energy efficient way to connect mbed-enabled devices to the cloud.
It provides connectivity that is secure and built for constrained IoT devices.

This allows application developers to quickly prototype their systems, without the need to handle the complex interactions between the server and the actual devices.
mbed Device Connector also makes it easy to transition to a full scale operation, once they are ready to start commercial applications
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Designed for evaluation and prototyping
IoT subsystem and Cortex-M3 on FPGA
Daughter board with Radio
mbed pre-ported, ready to extend with differentiating IP

Rapid Software and Hardware development
Ready for software development
Code porting, debugging and profiling
Ready for hardware integration with differentiating IP

Expandable
Large FPGA for user logic
Arduino shield adapter
IO expansion and multiple debug connectors for tool vendors

Prototyping on FPGA

Demonstrated at
ARM TechCon 2015

Presenter
Presentation Notes
We have seen that the ARM IOT subsystem can be used along mbed OS to speed up development and provide a secure base for building IoT chips and applications

Another interesting option is to use the ARM prototyping platform to prototype the final chip and run the application
The board that you see on this slide contains a big FPGA that can host the Cortex-M3 and the IoT subsystem, along with many additional components that would have been added around it in the system
Expansion connectors are also available to add daughter boards with radio or additional circuitry, and build a prototype of the final chip

This allows the team to start working right away on the system, and develop the real application long before the silicon is available

This board is available now from ARM, as well as all the components that have been presented earlier
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Agenda

Low Power Wi-Fi in IoT products

ARM® help SoC designers create IoT products

CEVA RivieraWaves Low power Wi-Fi IP platforms

Conclusion

Presenter
Presentation Notes
Thank you Mike. I will now provide an introduction of the CEVA RivieraWaves low power Wi-Fi IP platforms that allow our customers to release competitive Wi-Fi SoCs on the market.

OK
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RivieraWaves Wi-Fi IP platforms

Wi-Fi Licensees Include:

Long legacy in Wi-Fi:
Licensing since 2002
Widely adopted IPs: more than 50 
customers in Asia, Europe and U.S.

Range of options, from 802.11bgn 1x1 
up to 802.11ac 4x4
IP platforms consist of

MAC sub-system 
with FullMAC WiFi software protocol stack

Modem sub-system
Hardwired (low power), or
DSP based (flexible ,allowing 
differentiation)

Industry’s Smallest, Most Power-Efficient 
Wi-Fi IP Platforms for SoC Integration

Presenter
Presentation Notes
We have been in the Wi-Fi IP business since 2002. We are by far the IP company with the longest experience in WiFi, which should be important parameter when selecting your WiFi IP partner. We do not provide a one size fits all Wi-Fi IP. We actually propose a range of 3 WiFi IP families to address various market segments.
The first one is the RivieraWaves Stream, which is our high end Wi-Fi platform, compliant with 802.11ac 4x4 and suitable for applications such as gateway, access points or video distribution.
The second one is the RivieraWaves Surf, compliant with 802.11ac 1x1 or 2x2 optimized for mobile and consumer applications such as smartphones, tablets, cameras, drones, etc.
The last one is the RivieraWaves Sense. Compliant with 802.11n, it is the smallest and most power efficient IP of our Wi-Fi IP portfolio, particularly optimized for IoT applications such as wireless sensors for smart home, smart city, wearable, including audio streaming applications.
Each of our Wi-Fi IP platforms are composed of a MAC sub-system and a modem sub-system. The MAC is an hardware accelerator driven by a full MAC Wi-Fi protocol stack that can run on any CPU. For the modem, 2 options are proposed: it can either be a fully hardwired solution for lowest size and best power efficiency, or a DSP based solution, running on a CEVA DSP, which gives much higher flexibility, including the possibility to support other standards.

OK.




22CEVA confidential

RivieraWaves Wi-Fi IP integrated into APU or MCU

Provided by CEVA

CPU
(CEVA TL4 or

ARM Cortex M3)
MAC

modemRF
controller

SRAM
(software)

SRAM
(buffers)

Mem
controller

Host I/F
(AHB)

IPC

Clock, reset
Power I/F

CPU
(Cortex-M3 

or Axx)
AHB bus

DMAPeriph

SRAMFlash

sensor
I/F

RTC /
PCRM

ROM

ADC/DAC

Radio

WiFi sub-system
App processor sub-system

Catena
Sabertek
…

Synopsys
S3
Catena
…

FullMAC

RTL, test bench
Matlab
Scripts, docs

C code
docs

3rd party

Presenter
Presentation Notes
Let’s take a simple example. Imagine that you want to make an SoC for IoT, with integrated Wi-Fi. This could be a small MCU or a bigger application processor, depending on your target application.
Such chip will have an application processor sub-system, like the ARM IoT sub-system running mbed, and using the ARM Cortex M3 for instance. It contains all the necessary peripherals and memories for your target application, except the Wi-Fi sub-system.
Then you add the WiFi sub-system. CEVA provides all the hardware design which is in the green/yellow box. This is a fully integrated solution with MAC hardware accelerator, modem, RF controller, power management unit and an embedded CPU (which can be any CPU such as an ARM Cortex M3 or a CEVA DSP which can be used not only to execute the WiFi protocol stack but also some other processing to offload the CPU of the ARM mbed sub-system. This Wi-Fi sub-system is connected to the ARM IoT sub-system through the AHB bus interface and to the clock/reset/power management unit. We provide clear RTL for the hardware platform, with test bench, matlab model, scripts, and C code for the Wi-Fi software protocol stack.

Then you add ADC/DAC and radio which can be provided by our partners, such as Catena, Sabertek or others.

OK




23CEVA confidential

Application

Standalone single CPU Wi-Fi SoC

Provided by CEVA

CPU
(CEVA TL4 or

ARM Cortex M3)
MAC

modemRF
controller

SRAM
(software)

SRAM
(buffers)

Mem
controller

MCU or
sensor  I/F

Clock, reset
Power I/F

ADC/DAC

Radio

WiFi sub-system
App processor sub-system

Catena
Sabertek
…

Synopsys
S3
Catena
…

FullMAC

RTL, test bench
Matlab
Scripts, docs

C code
docs

3rd party

Recommended for 
low constraints 
applications

FullMAC Wi-Fi stack, 
network protocol and 
application running on 
a single CPU

Presenter
Presentation Notes
As an alternative solution to the one I presented in the previous slide, which uses a more traditional architecture, it is possible to make a standalone self-sufficient Wi-Fi SoC which contains a single CPU. It is particularly suitable for low cost, low power and low throughput type of application such as a wireless sensor. In this architecture, the CPU is not only executing the full Wi-Fi software protocol stack, but also the network protocols such as TCP/IP, and the application. If a DSP like the CEVA TL4 is used, some signal processing can also be executed in parallel such as always on sensor fusion or audio processing.

BOF.
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Standalone system IP with bus host interface (AHB or AXI) for easy 
integration into SoC, particularly with the ARM IoT subsystem

Support all Wi-Fi modes simultaneously: STA, AP, Wi-Fi Direct

Software defined AGC/CCA mechanism for highest flexibility in 
supporting any Wi-Fi radio

Lowest power consumption  longest battery life
Optimized active and sleep power consumption

Smallest die size  cheapest solution
Low gate count, low memory requirement (small buffers)

RivieraWaves Wi-Fi IP differentiating features

Presenter
Presentation Notes
The CEVA RivieraWaves Wi-Fi IP platforms offer several differentiating features that allow our customers to provide innovative solutions on the market.
First, this is a standalone system IP which exposes an AHB bus host interface, allowing a fast and easy design of WiFi SoC. This is a very important aspect of our IP as it removes all the complexity of a Wi-Fi system.
Our WiFi IPs support all Wi-Fi modes in parallel. It is possible to support simultaneously stations, access points and WiFi Direct type of connections.
A very important part in the performance of a wireless system, and particularly of a Wi-Fi system, is the AGC/CCA which means Automated Gain Control and Clear Channel Assessment. This block is in charge of configuring the radio in its golden range in order to get the best sensitivity while minimizing the number of false alarms. We at CEVA came up with a software defined AGC/CCA mechanism for highest flexibility, supporting various WiFi radios and various scenarios just by software fine tuning.
The CEVA Wi-Fi IPs have the lowest power consumption thanks to optimized active and deep sleep power consumption. Let me give you some examples of power consumption performance that nobody thought it would be possible to achieve. One of the CEVA customers has been able to achieve 5 days of continuous streaming at 500kbps on a coin cell battery. Another one has been able to achieve several years of battery life for a temperature sensor.
The CEVA RivieraWaves WiFi IPs are also the smallest ones on the market, and so allow our customers to design the cheapest WiFi ICs.

OK.
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Example of integration:
CEVA Wi-Fi + ARM IoT Subsystem on MPS2

CEVA and ARM collaborated for low power 802.11n on 
ARM Cortex-M IoT Subsystem 

Demo of Wi-Fi Smart Home Station
Check temperature, humidity and proximity detector
from your smartphone!

Easy and fast integration

Serial interface between 
ARM IoT Subsystem and WiFi subsystem

Demo completed by 1 engineer in 1 month!

Presenter
Presentation Notes
CEVA and ARM have already collaborated to demonstrate a low power WiFi 802.11n solution. The demo consists in a Smart Home Station where temperature, humidity and proximity can be checked from a smartphone. It is based on the CEVA Wi-Fi development board, connected to the ARM MPS2 development board through a serial interface. The way the 2 sub-systems are connected is very similar to the way they would be instantiated in an SoC.  This has proved to be an easy and fast integration effort. It actually took less than 1 month for a young engineer to achieve this demo.

OK
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Agenda

Low Power Wi-Fi in IoT products

ARM® help SoC designers create IoT products

CEVA RivieraWaves Low power Wi-Fi IP platforms

Conclusion

Presenter
Presentation Notes
Now let me conclude this presentation.

OK
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Wi-Fi in IoT is a huge market

Requirements for a successful Wi-Fi SoC for IoT:
Fast and easy design
Reliable IPs
Low power
Low cost
Allow differentiation

CEVA and ARM are the right partners for your Wi-Fi SoC projects!

Conclusion

Presenter
Presentation Notes
As we have seen in the beginning of this presentation, there is a huge potential for Wi-Fi in IoT, which leads to a lot of opportunities for optimized and differentiated Wi-Fi SoCs.

We presented the main requirements for a successful Wi-Fi SoC for IoT.
First, the SoC design should be fast and easy. CEVA made this possible by simplifying the integration effort and reducing the cost and risk.
Then you need to rely on stable and proven IPs. The CEVA team has been in the WiFi IP business for almost 15 years now. Our WiFi IPs are in mass production, stable and interoperable. 
The IPs should allow the development of low power and low cost SoCs that are competitive on the market. Moreover, this should enable differentiation so that you can add your own secret sauce. By the way, we have got our first WiFi IoT customer 10 years ago. This was for low power wireless sensor that can directly connect to access points with several months or even several years of battery life. This was not yet called IoT at that time.
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Presenter
Presentation Notes
This concludes the presentation portion of the webinar. We would like to thank you for your attention. We will now move on to the Q & A portion. You are for sure welcome to also contact us later on via email or linked in.

The first question is…

OK
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